
 

Exeter Pride: Our GDPR and Privacy Policy.  
Introduc9on  

• Exeter Pride aims to ensure that all personal data collected about trustees, members, 
volunteers and other individuals is collected, stored and processed in accordance 
with the General Data Protec:on Regula:on (GDPR) and the provisions of the Data 
Protec:on Act 2018 (DPA 2018).  

• This policy applies to all personal data, regardless of whether it is in paper or 
electronic format. 

• Exeter Pride is also commiHed to proac:vely protec:ng all data gathered and storing 
said data securely. Exeter Pride is commiHed to ensuring all data subjects are fully 
informed about how their data will be collected, stored and used. Exeter Pride is fully 
commiHed to repor:ng any data breaches immediately.  

• This policy meets the requirements of the GDPR and the provisions of the DPA 2018. 
It is based on guidance published by the Informa:on Commissioner’s Office (ICO) on 
the GDPR and the ICO’s code of prac:ce for subject access requests. 

Defini:ons  

Term Defini:on  

Personal data Any informa:on rela:ng to an iden:fied, or iden:fiable, individual.  
This may include the individual’s:  
• Name (including ini:als)  
• Iden:fica:on number  
• Loca:on data  
• Online iden:fier, such as a username  
It may also include factors specific to the individual’s physical, 
physiological, gene:c, mental, economic, cultural or social iden:ty. 
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The key objec:ves of this policy are:  
• To protect the privacy individuals and their data who engage with Exeter Pride. 
• To explain the responsibili:es Exeter Pride and its members, volunteers and trustees 

have in respect to data.  
• To provide members of Exeter Pride with informa:on regarding GDPR, data and how 

to protect it.  
• To explain how Exeter Pride collects, stores and uses data in compliance with GDPR. 
• To provide a clear procedure to be implemented in the case of a data breach.  

S p e c i a l 
cate go r i e s o f 
personal data

Personal data which is more sensi:ve and so needs more protec:on, 
including informa:on about an individual’s:  
• Racial or ethnic origin  
• Poli:cal opinions  
• Principles  
• Religious or philosophical beliefs  
• Health – physical or mental  
• Sex life or sexual orienta:on  

• Sensi:ve personal data does not include data about criminal 
allega:ons, proceedings or convic:ons. Such data would not be 
gathered with the exemp:on of DBS checks for Trustees and Board 
Members.  
In the case of criminal offence (DBS) data, Exeter Pride is only able to 
process this if it is either: Under the control of official authority; or 
Authorised by domes:c law.  5 • The laHer point can only be used if the 
condi:ons of the reason for storing and requiring the data fall into one 
of the condi:ons below: • The processing is necessary for the purposes 
of performing or exercising obliga:ons or rights which are imposed or 
conferred by law on the controller of the data subject in connec:on 
with employment, social security, social protec:on, health or social care 
purposes, public health and research.

Processing Anything done to personal data, such as collec:ng, recording, 
organising, structuring, storing, adap:ng, altering, retrieving, using, 
dissemina:ng, erasing or destroying. Processing can be automated or 
manual.

Data subject The iden:fied or iden:fiable individual whose personal data is held or 
processed.

Data controller A person or organisa:on that determines the purposes and the means 
of processing of personal data.

Data processor A person or other body, other than an employee of the data controller, 
who processes personal data on behalf of the data controller.

Personal data 
breach

A breach of security leading to the accidental or unlawful destruc:on, 
loss, altera:on, unauthorised disclosure of, or access to personal data.
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The Data Controller  
Exeter Pride processes personal data rela:ng to Trustees, members, volunteers and others 
and therefore is a data controller.  

Roles and responsibili:es  
This policy applies to all Trustees, members and volunteers. Anyone who does not comply 
with this policy may face disciplinary ac:on.  

Board of Trustees  
The Board of Trustees has overall responsibility for ensuring Exeter Pride complies with all 
relevant data protec:on obliga:ons.  

Data Protec:on Officer  
• The Data Protec:on Officer (DPO) is responsible for overseeing the implementa:on 

of this policy, monitoring our compliance with data protec:on law, developing 
related policies and guidelines where applicable and carrying out ad hoc reviews of 
data prac:ces to ensure staff understand and are ac:ng in accordance with relevant 
data protec:on laws .  

• They will provide an annual report of their ac:vi:es directly to the Board of Trustees 
and, where relevant, report to the board their advice and recommenda:ons on data 
protec:on issues.  

• The DPO is also the first point of contact for individuals whose data the school 
processes, and for the ICO.  

• Our DPO is Annie BenneH and is contactable via a.benneH@exeterpride.co.uk  

Responsibili9es  
Exeter Pride acknowledges that GDPR is everyone’s responsibility and all trustees, 

commiHee members and volunteers will agree and adhere to Exeter Pride’s GDPR and 
Privacy policy.  

Exeter Pride has a trained Data Protec:on Officer (DPO) who has ul:mate 
responsibility over GDPR and Privacy procedure and will ensure the proper implementa:on 
of the Exeter Pride’s policy and adherence by all members to this. The DPO must be a 
commiHee member and have sufficient training or be in the process of receiving such 
training in GDPR to carry out their du:es. The DPO has a duty to report serious incidents to 
the relevant regulatory bodies in consulta:on with trustees, ensure accurate and secure 
record keeping and up-to-date training of trustees, commiHee members and volunteers. 

Trustees  
Trustees have a legal responsibility to comply with the charity’s governing 

documents, to work in the best interests of the charity, to ensure the charity is carrying out 
its purpose for public benefit and to hold the charity accountable. This includes ensuring 
adherence to the GDPR policy.  Trustees will consult with the Designated Safeguarding Lead 
if a data breach has arisen (or there is an iden:fiable risk that a breach many occur or 
storage is insecure) and support them in making the necessary referrals to Informa:on 
Commissioners Office (ICO).  
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Commi@ee Members, Trustees & Volunteers  
All commiHee members agree to adhere to the charity’s GDPR policy and undertake 

necessary training. CommiHee members, trustees and volunteers will report all data breach 
incidents to the DPO.   

All commiHee members, trustees and volunteers will have agreed to the 
Safeguarding Code of Conduct for commiHee members and volunteers (appendix 1) which 
includes key informa:on regarding GDPR.  

Lawful basis for processing personal data 

Consent: where the data subject has given clear consent for Exeter Pride to process their 
personal data for a specific purpose. Consent means offering people genuine choice and 
control over Exeter Pride uses their data. The UK GDPR builds on the 1998 Act standard of 
consent in several areas and contains much more detail:  

Exeter Pride will: 
• keep consent requests prominent and separate from other terms and condi9ons. 
• Seek a posi9ve opt-in such as un:cked opt-in boxes or similar ac:ve opt-in methods. 
• Avoid making consent a precondi:on of service. 
• Be specific and granular. Allow individuals to consent separately to different purposes 

and types of processing wherever appropriate. 
• Keep records of what an individual has consented to, including what Exeter Pride  told 

them, and when and how they consented. 
• Tell individuals they can withdraw consent at any 9me and how to do this. 

Right to be informed including privacy informa9on 
• Individuals need to know that Exeter Pride are collec:ng their data, why you 

are processing it and who you are sharing it with. 
• Exeter Pride publishes this privacy informa:on on our website and within any 

forms or leHers Exeter Pride sends to individuals. The informa:on must be: 
concise, transparent, intelligible and easily accessible; wriHen in clear and 
plain language and free of charge. 

Right to request data by individuals (Subject Access request). 
• Individuals have the right to obtain: 
• confirma:on that Exeter Pride are processing their data; 
• access to their personal data; and 
• other supplementary informa:on – this largely corresponds to the 

informa:on that you should provide in a privacy no:ce. 
• Individuals can request informa:on verbally or in wri:ng. Exeter Pride must 

provide a copy of the informa:on free of charge.  
• However, Exeter Pride can charge a ‘reasonable fee’ when a request is: 

manifestly unfounded or excessive, par:cularly if it is repe::ve, unless Exeter 
Pride refuse to respond; or for further copies of the same informa:on (that’s 
previously been provided). This does not mean that Exeter Pride can charge 
for all subsequent access requests. 
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• Exeter Pride must base the fee on the administra:ve cost of providing the 
informa:on. 

• Exeter Pride must provide informa:on without delay and at least within one 
calendar month of receiving it. Exeter Pride can extend this by a further two 
months for complex or numerous requests (in which case Exeter Pride must 
inform the individual and give an explana:on). 

• Exeter Pride should calculate the :me limit from the day Exeter Pride 
received the request (whether the day is a working day or not) un:l the 
corresponding calendar date in the next month. A calendar month ends on 
the corresponding date of the next month (eg 2 January to 2 February), 
unless that date does not exist in which case it is the last day of the next 
month (eg 31 January to 28 February). 

• If the corresponding date falls on a weekend or a public holiday, Exeter Pride 
has un:l the next working day to respond (e.g. Exeter Pride receives a request 
on 31 March. As there is no equivalent date in April, Exeter Pride has un:l 30 
April to respond. However, if 30 April falls on a weekend, or is a public 
holiday, you have un:l the end of the next working day to respond). 

• This means that the legal deadline will vary from 28 days to 31 days 
depending on the month. For prac:cal purposes if a consistent number of 
days is required (e.g. for a computer system), it may be helpful to adopt a 28-
day period to ensure compliance is always within a calendar month. 

• Exeter Pride must verify the iden:ty of the person making the request, using 
“reasonable means”. 

• If the request is made electronically, Exeter Pride should provide the 
informa:on in a commonly used electronic format. 

Right to erasure / restric9on of data.  
Individuals have the right to be forgoHen and can request the erasure of personal data 
when: 

i. it is no longer necessary for the purpose Exeter Pride originally collected/ 
processed it for; 

ii. the individual withdraws consent; 
iii. Exeter Pride are relying on legi:mate interests as your basis for processing, 

the individual objects to the processing of their data, and there is no 
overriding legi:mate interest to con:nue this processing; 

iv. Exeter Pride are processing the personal data for direct marke:ng purposes 
and the individual objects to that processing; 

v. it was unlawfully processed (i.e. otherwise in breach of the UK GDPR); 
vi. it has to be erased in order to comply with a legal obliga:on; or 
vii. it is processed for informa:on society services to a child. 
• Individuals can make a request for erasure verbally or in wri:ng. 
• Exeter Pride must verify the iden:ty of the person making the request, using 

“reasonable means”. 
• Exeter Pride  should respond to a request without delay and at least within 

one month of receipt. Exeter Pride  should calculate the :me limit from the 
day Exeter Pride receives the request (whether the day is a working day or 
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not) un:l the corresponding calendar date in the next month. A calendar 
month ends on the corresponding date of the next month (e.g. 2 January to 2 
February), unless that date does not exist in which case it is the last day of the 
next month (e.g. 31 January to 28 February). 

• If the corresponding date falls on a weekend or a public holiday, Exeter Pride  
have un:l the next working day to respond (e.g. Exeter Pride receives a 
request on 31 March. As there is no equivalent date in April, Exeter Pride has 
un:l 30 April to respond. However, if 30 April falls on a weekend, or is a public 
holiday, Exeter Pride has un:l the end of the next working day to respond). 

• This means that the legal deadline will vary from 28 days to 31 days 
depending on the month. For prac:cal purposes if a consistent number of 
days is required (e.g. for a computer system), it may be helpful to adopt a 28-
day period to ensure compliance is always within a calendar month. 

• Exeter Pride  can extend this period by a further two months for complex or 
numerous requests (in which case Exeter Pride  must inform the individual 
and give an explana:on). 

• Exeter Pride  can refuse to comply with a request for erasure if Exeter Pride  
are processing the personal data for the following reasons: 

i. to exercise the right of freedom of expression and informa:on; 
ii. to comply with a legal obliga:on ; 
iii. to perform a public interest task or exercise official authority; 
iv. for archiving purposes in the public interest, scien:fic research historical 

research or sta:s:cal purposes; or 
v. to exercise or defence of legal claims; 
vi. for public health purposes in the public interest; or 
vii. for processing that is necessary for the purposes of preven:ve or 

occupa:onal medicine, if you are processing the data by or under the 
supervision of a health professional. 

• A wriHen reten:on policy or schedule will remind Exeter Pride when to 
dispose of various categories of data, and help Exeter Pride  plan for its 
secure disposal. 

• Exeter Pride will regularly review our reten:on schedule to make sure it 
con:nues to meet charity and statutory requirements and agree any 
amendments with DPO and Trustees and commiHee members and 
incorporate them into the new schedule. 

• Exeter Pride designates responsibility for reten:on and disposal to the DPO.  

Individuals have a right to block or restrict the processing of their personal data. (see 
above for procedure). 
As a ma@er of good prac9ce, Exeter Pride will restrict the processing of personal data if: 

• an individual contests the accuracy of the personal data. Exeter Pride will  
restrict the processing un:l the accuracy of the personal data is verified. 

• an individual has objected to the processing (where it was necessary for the 
performance of a public interest task or purpose of legi:mate interests), and 
Exeter Pride is considering whether the charity’s legi:mate grounds override 
those of the individual. 
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• processing is unlawful and the individual opposes erasure and requests 
restric:on instead. 

• Exeter Pride no longer needs the personal data but the individual requires the 
data to be retained to allow them to establish, exercise or defend a legal 
claim. 

Establishing, reviewing and upda9ng Privacy Policy including GDPR compliance.  

• Exeter Pride had created a Privacy Policy in line with UK GDPR policy and 
principles.  This policy will help Exeter Pride address data protec:on in a 
consistent manner and demonstrate accountability under the UK GDPR. This 
is a standalone policy statement that intersects with Exeter Pride’s overall 
GDPR policy.   

• The Privacy Policy clearly sets out Exeter Pride’s approach to data protec:on 
together with responsibili:es for implemen:ng the policy and monitoring 
compliance.  

• Trustees and commiHee members will approve the policy and publish and 
communicate it via Exeter Pride’s website. Exeter Pride Trustees and 
CommiHee Members will review and update the policy annually or when 
required to ensure it remains relevant. 

GDPR and data handling training.  

• Exeter Pride  will brief all staff handling personal data on their data protec:on 
responsibili:es. Exeter Pride will provide awareness training on or shortly 
aler appointment with updates at regular intervals or when required.  

• Exeter Pride will also consider specialist training for staff with specific du:es, 
such as informa:on security and database management and marke:ng.  

• DPO will regularly communicate key messages to reinforce training and 
maintain awareness (for example intranet ar:cles, circulars, team briefings 
and posters). 

Security & breach policy.  
• All Exeter Pride’s IT systems and data storage systems need to be safe and secure. 

This must include; password protec:on and 2 factor authen:ca:on.  No paper 
records are to be printed or held. Any currently held must be shredded and disposed 
of via secure destruc:on of data processes.  

• Exeter Pride Trustees and CommiHee Members processing personal data within IT 
system need to recognise the risks involved and take appropriate technical and 
organisa:onal measures to secure the data.  

• All communica:ons / records to be kept on Exeter Pride emails, TEAMS and secured 
WhatsApp group.  

BREACH: Overall guidance. 
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• The UK GDPR introduces a duty on all organisa:ons to report certain types of 
personal data breaches to the ICO and, in some cases, to the individuals 
affected. 

• A personal data breach means a breach of security leading to the accidental 
or unlawful destruc:on, loss, altera:on, unauthorised disclosure of, or access 
to, personal data.  

• Exeter Pride have to no:fy the ICO of a breach unless it is unlikely to result in 
a risk to the rights and freedoms of individuals.  

• Where a breach is likely to result in a high risk to the rights and freedoms of 
individuals, Exeter Pride must no:fy those concerned directly and without 
undue delay. 

• In all cases Exeter Pride must maintain records of personal data breaches, 
whether or not they are no:fiable to the ICO. 

• Exeter Pride must report a no:fiable breach to the ICO without undue delay, 
but not later than 72 hours aler becoming aware of it. The UK GDPR 
recognises that it will not always be possible to inves:gate a breach fully 
within that :me-period and allows Exeter Pride to provide addi:onal 
informa:on in phases, so long as this is done without undue further delay 

• Exeter Pride should make sure that Trustees and CommiHee Members 
understand what cons:tutes a personal data breach, and that this is more 
than a loss of personal data.  

• Exeter Pride’s internal breach repor:ng procedure are outlined below 
• In light of the :ght :mescales for repor:ng a breach - it is important that 

Exeter Pride have robust breach detec:on, inves:ga:on and internal 
repor:ng procedures in place. 

BREACH: Specific ac9ons / guidance. 
• On finding or causing a breach, or poten:al breach, the data processor must immediately 
no:fy the DPO  
• The DPO will inves:gate the report, and determine whether a breach has occurred.  
To decide, the DPO will consider whether personal data has been accidentally or unlawfully: 
Lost, Stolen, Destroyed, Altered, Disclosed or made available where it should not have been, 
Made available to unauthorised people. 
• The DPO will alert the Trustees and CommiHee Members.  
• The DPO will make all reasonable efforts to contain and minimise the impact of the breach, 
assisted by relevant data processors where necessary.  
• The DPO will assess the poten:al consequences, based on how serious they are, and how 
likely they are to happen. 
• The DPO will work out whether the breach must be reported to the ICO. This must be 
judged on a case-by-case basis. To decide, the DPO will consider whether the breach is likely 
to nega:vely affect people’s rights and freedoms, and cause them any physical, material or 
non-material damage (e.g. emo:onal distress), including through: loss of control over their 
data, discrimina:on, iden:ty thel or fraud, Financial loss, Damage to reputa:on, Loss of 
confiden:ality, any other significant economic or social disadvantage to the individual(s) 
concerned If it is likely that there will be a risk to people’s rights and freedoms, the DPO 
must no:fy the ICO.  
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• The DPO will document the decision (either way), in case it is challenged at a later date by 
the ICO or an individual affected by the breach. Documented decisions are stored on Exeter 
Pride’s secure TEAMS area.  
• Where the ICO must be no:fied, the DPO will do this via the ‘report a breach’ page of the 
ICO website within 72 hours. As required, the DPO will set out: a descrip:on of the nature of 
the personal data breach including, where possible:  

o The categories and approximate number of individuals concerned 
o The categories and approximate number of personal data records concerned 
o The name and contact details of the DPO  
o A descrip:on of the likely consequences of the personal data breach 
o A descrip:on of the measures that have been, or will be taken, to deal with the 

breach and mi:gate any possible adverse effects on the individual(s) concerned 
If all the above details are not yet known, the DPO will report as much as they can within 72 
hours. The report will explain that there is a delay, the reasons why, and when the DPO 
expects to have further informa:on. The DPO will submit the remaining informa:on as soon 
as possible.  

• The DPO will also assess the risk to individuals, again based on the severity and likelihood 
of poten:al or actual impact. If the risk is high, the DPO will promptly inform, in wri:ng, all 
individuals whose personal data has been breached. This no:fica:on will set out:  
o The name and contact details of the DPO  
o A descrip:on of the likely consequences of the personal data breach  
o A descrip:on of the measures that have been, or will be, taken to deal with the data 
breach and mi:gate any possible adverse effects on the individual(s) concerned  

• The DPO will no:fy any relevant third par:es who can help mi:gate the loss to individuals 
– for example, the police, insurers, banks or credit card companies  
• The DPO will document each breach, irrespec:ve of whether it is reported to the ICO.  
For each breach, this record will include the:  
o Facts and cause  
o Effects  
o Ac:on taken to contain it and ensure it does not happen again (such as establishing more 
robust processes or providing further training for individuals)  
Records of all breaches will be stored  

• The DPO and Trustees and CommiHee Members will meet as soon as possible to review 
events and agrees preventa:ve strategies for the future.  

Ac9ons to minimise the impact of data breaches.  
o Exeter Pride will take the ac:ons set out below to mi:gate the impact of different 

types of data breach, focusing especially on breaches involving par:cularly risky or 
sensi:ve informa:on.  

o Exeter Pride will review the effec:veness of these ac:ons and amend them as 
necessary aler any data breach.  

Sensi9ve informa9on being disclosed via email (including safeguarding records).  
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o If special category data (sensi:ve informa:on) is accidentally made available via 
email to unauthorised individuals, the sender must aHempt to recall the email as 
soon as they become aware of the error. 

o Those who receive personal data sent in error must alert the sender and the DPO as 
soon as they become aware of the error.  

o In any cases where the recall is unsuccessful, the DPO will contact the relevant 
unauthorised individuals who received the email, explain that the informa:on was 
sent in error, and request that those individuals delete the informa:on and do not 
share, publish, save or replicate it in any way.  

o The DPO will ensure Exeter Pride receive a wriHen response from all the individuals 
who received the data, confirming that they have complied with this request.  

o The DPO will carry out an internet search to check that the informa:on has not been 
made public; if it has, Exeter Pride will contact the publisher/website owner or 
administrator to request that the informa:on is removed from their website and 
deleted.  

APPENDIX 1. 

Safeguarding Code of Conduct for  

Commi@ee members, Trustees and  Volunteers.  
• Author: Volunteer coordinator and DPO Annie BenneH 

a.benneH@exeterpride.co.uk .  

• Designated Safeguarding Lead: Russell Back 
r.back@exeterpride.co.uk 

PURPOSE  
  
This code of conduct sets out clear guidance on the standards of behaviour expected 
from all commiHee members, trustees and volunteers associated with Exeter Pride. 
The principles underlying the guidance aim to;  

• encourage you to achieve the highest possible standards of conduct. 
• safeguard you, children, young people and vulnerable adults. 
• minimise the risk of complaints and allega:ons occurring.  

• Exeter Pride trustees, commiHee members and volunteers are in a posi:on of 
power and influence. Therefore, commiHee members, trustees and volunteers 
must adhere to behaviour that sets a good example to all.  CommiHee members, 
trustees and volunteers also have an individual responsibility to maintain their 
reputa:on and the reputa:on of the charity, both inside and outside working hours 
and the work seqng.  
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• This policy applies to all commiHee members, trustees and volunteers working for 
Exeter Pride or on behalf of Exeter Pride regardless of their posi:on, role or 
responsibility.  

• The terms ‘child’ and ‘young people’ refer to all those under the age of 18. Exeter 
Pride also understands that adults may also be vulnerable and expect you to adopt 
the same high standards of conduct when working with vulnerable adults.    

• Breach or failure to adhere to this policy may result in ac:on being taken including, 
but not limited to, dismissal, exclusion or termina:on of contract.  

• This code of conduct is not an exhaus:ve list of acceptable and unacceptable 
standards of behaviour. In situa:ons where guidance does not exist in this policy, 
You are expected to exercise their professional judgement and act in the best 
interests of children and young people and Exeter Pride.  

Exeter Pride requires that all commi@ee members, trustees and volunteers  read and 
agree to comply with this policy.  

_________________________________  
  
Professional Behaviour and Conduct  
1. You are expected to demonstrate the highest possible standards of personal and 

professional conduct and behaviour and consistently act with honesty and integrity.  
2. You are expected to read, understand and adhere to the rules and procedures at all 

:mes.   
3. You must understand the safeguarding and health and safety policies and guidance 

and aHend required trainings sessions.   
4. Exeter Pride expects you to treat each other and the event aHendees and the wider 

community with dignity and respect at all :mes.  
5. You must act in accordance with your duty of care to all and ensure that the safety 

and welfare of all aHendees are accorded the highest priority.  
6. You should show fairness in their treatment of all and avoid behaviours such as 

embarrassing or humilia:ng them, making jokes at their expense, discrimina:ng 
against or favouring them or using sarcasm.  

7. You must have regard for the ethos and values of Exeter Pride and must not do or say 
anything which may bring the organisa:on into disrepute.  

8. When represen:ng Exeter Pride, you must remain professional and ensure their 
conduct does not discredit the organisa:on in any way.   

9. Care should be taken by you to avoid any conflict of interest between ac:vi:es 
undertaken outside Exeter Pride and responsibili:es within Exeter Pride.   

10. You will be expected to report any language or behaviour, either from aHendees or 
volunteers, trustees or commiHee members, of a discriminatory (including bullying, 
racist, LGBT+phobic, ableist nature), and to report any form of sexual harassment or 
violence. Volunteers must report this to their Volunteer Coordinator via their lead 
volunteer or the Designated Safeguarding Lead or Security or Police.  
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Dress and Appearance  
1.Exeter Pride recognises that dress and appearance are important maHers of personal 
choice and self-expression. However, all you must dress in a manner that is appropriate to 
the role. You should dress appropriately for the tasks you undertake.  

Smoking, vaping, alcohol and other substances  
1. You must not smoke or vape whilst carrying out du:es for Exeter Pride.   
2. You must not consume or be under the influence of alcohol, illicit drugs or other 

illegal substances whilst carrying out du:es for Exeter Pride.   
  
Rela9onships with Children and Young People and Vulnerable Adults   
  
1. You must maintain professional boundaries with children / young people/ vulnerable 

adults and must always consider whether your ac:ons are warranted, propor:onate, 
safe and applied equitably.  

2. You should act in an open and transparent way that would not lead any reasonable 
person to ques:on your ac:ons or intent.   

3. You must not establish or seek to establish social contact or rela:onships with 
children / young people/ vulnerable adults for the purpose of securing a friendship 
or to pursue or strengthen a rela:onship. If children / young people/ vulnerable 
adults seek to establish social contact, you should report this to your Designated 
Safeguarding Lead / Volunteer Coordinator via your Lead Coordinator.   

4. You should be aware of Sec:on 16 of The Sexual Offences Act (2003) which deems a 
rela:onship between a person in a ‘posi:on of trust’ and a child under the age of 18 
as a criminal offence.  

5. You must not make sexual remarks to children / young people/ vulnerable adults, 
discuss your own sexual rela:onships with them, or in the presence of them or 
discuss a child’s / young person’s / vulnerable adult’s sexual rela:onships. .  

6. There should be no contact with children / young people/ vulnerable adults via 
Exeter Pride email addresses / radios or phones. Personal phone numbers, email 
addresses or communica:on routes via all social media platorms should not be used 
and you should not share your personal contact details with children / young people/ 
vulnerable adults. If you are contacted via an inappropriate route, you must inform 
the Designated Safeguarding Lead as soon as possible.   

Gi]s/Hospitality  
1. You need to take care that you do not accept any gil/offer of hospitality that might 

be construed as a bribe by others or lead the giver to expect preferen:al treatment.  

Physical Contact with Children and Young People and Vulnerable adults  
1. There are very few occasions where physical contact would need to be made with 

children / young people/ vulnerable adults. This would be to prevent them befalling 
direct harm. If medical assistance is needed, only our Pride medics (contracted) will 
issue first aid. A 'no touch' approach is the ideal aim.  

2. If physical contact is unavoidable, it should be in response to their needs at that :me 
and of limited dura:on.  
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Lost children and Young People and Vulnerable adults  
1.If a child / young person / vulnerable adult has become separated from their parents/ 
carers/ guardians, you must immediately contact security via your Lead Steward. You should 
wait with the lost person un:l handover to security is complete.  
2. You must not announce the presence of the lost individual over radios / phones or try to 
reunite them with their parents/ carers/ guardians yourself.  
3. If parents/ carers/ guardians report a missing child, young person or vulnerable adult, 
please contact security immediately via your Lead Steward.  

Online Safety  
1. You must not engage in inappropriate use of social network sites which may bring 

yourselves, or Exeter Pride, into disrepute. You should adopt the highest security 
seqngs on any personal profiles you have.  

2. You should remain mindful of your digital footprint and exercise cau:on in all your 
use of social media or any other web-based presence you have. This includes wriHen 
content, videos or photographs and views expressed either directly or by ‘liking’ 
certain pages or posts or following certain individuals or groups.   

Photography, Video and Images of Children and Young People  
1. You should ensure that your Designated Safeguarding Lead is aware of the proposed use 
of photographic/video equipment. All photographs/s:lls and video footage should be 
available for scru:ny and You should be able to jus:fy all images/video footage made.  
2. You may take photographs and video footage of yourself and your friends / family with 
their consent but you must be conscious of others in the background in accordance with 
Data Protec:on Regula:ons (GDPR), being especially vigilant to not record images of a child 
or young person. If images are taken by mistake, they must be deleted immediately. 
3. On-site photographers will capture footage throughout the day. You can consent or refuse 
to consent to this.  

Confiden9ality  
1.In accordance with the Exeter Pride’s Safeguarding Policy, you are required to share 
with the Designated Safeguarding Lead any informa:on which gives rise to concern 
about the welfare or safety of a child or young person or vulnerable adult that might 
suggest they are in need, or at risk of significant harm. You should pass on informa:on 
without delay and this should be recorded.   
2.If you are in any doubt about whether to share you should seek guidance from the 
Designated Safeguarding Lead.   

Whistleblowing/Speaking Out  
1. Whistleblowing/Speaking Out is the mechanism by which you can voice their 

concerns, without fear of repercussion.  
2. All Exeter Pride commiHee members, trustees and volunteers have a duty to report 

any behaviour by others which raises concern. This can be done via the Designated 
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Safeguarding Lead OR Volunteer Coordinator. This is par:cularly important where the 
welfare of a child or young person or vulnerable person may be at risk.   

Summary  
By understanding and adhering to this Code of Conduct, we hope that both you and 
aHendees and wider community involved in Exeter Pride can be assured of a posi:ve, 
enjoyable and rewarding experience.   

Monitoring and review  

Policy Ownership: DPO: Annie BenneH

Approved by: Annie BenneH 
Russell Back 

Date of last review: 21/01/24 

Date of next review: 21/01/25 

Date Amendments Who by 
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